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Date : June 29, 2017 
Re: Recent Global Cyberattack / Ransomware 

This week the world was faced with yet again another Ransomware attack that 
affected many industries across the world from shipping to healthcare. In many 
ways this attack acts like the last. MU IT has already patched majority of our 
system during the WannaCry attack. We are taking the new threat seriously and 
working diligently to ensure our data is protected. 

We still ask that you users remain vigilant. If you receive an email with an 
attachment or a link think twice before opening the file or clicking the link. 
Remember that if you hover over a link in a email message it will show you the 
linked website. If it looks suspicious or not a Millersville address, please refrain 
from clicking.  

If at any point you have clicked on a link or opened a file, please contact the 
helpdesk immediately to have therm assist with a password reset. Also, if you have 
become a victim of ransomware on your computer contact the helpdesk 
immediately. 

If you have security questions or concerns please contact the Campus IT Security 
Specialist via email at  security@millersville.edu.


